
 

 
 

 
 

SECTION 4000 BOARD POLICY 
PERSONNEL BP 4040 

 
EMPLOYEE USE OF TECHNOLOGY 

 
The Governing Board recognizes that technological resources can enhance employee 
performance by offering effective tools to assist in providing a quality instructional program, 
facilitating communications with parents/guardians, students, and the community, supporting 
district and school operations, and improving access to and exchange of information. The Board 
expects all employees to learn to use the available technological resources that will assist them 
in the performance of their job responsibilities. As needed, employees shall receive professional 
development in the appropriate use of these resources. 

 
Employees shall be responsible for the appropriate use of technology and shall use the district's 
technological resources only for purposes related to their employment. Such use is a privilege 
which may be revoked at any time. 

 
Employees should be aware that files and electronic communications including e-mail and voice 
mail, are not private. These technologies shall not be used to transmit confidential information 
about students, employees or district operations outside of the District without prior 
authorization from the Superintendent or designee/authority. 

 
Online/Internet Services 
The Superintendent or designee shall ensure that all district devices connected to the network 
have a technology protection measure that makes every effort to prevents access to visual 
depictions that are obscene or child pornography, and that the operation of such measures is 
monitored and enforced. 

 
To ensure proper use of the system, the Superintendent or designee will monitor employee usage 
of technological resources, including e-mail, stored files and voice mail systems, at any time 
without advance notice or consent. If passwords are used, they may be reset by the 
Superintendent or designee so that he/she may gain system access. 

 
The Superintendent or designee shall establish administrative regulations which outline 
employee obligations and responsibilities related to the use of district technology in the 
Acceptable Use Policy (AUP) which establishes guidelines and limits on the use of technological 
resources. Inappropriate use shall result in a cancellation of the employee's user privileges, 
disciplinary action and/or legal action in accordance with law, Board policy and administrative 
regulations. 

 
The Superintendent or designee shall provide copies of related policies, regulations and 
guidelines to all employees who use the district’s technological resources. Employees will be 
required annually to acknowledge in writing that they have read and understood these policies, 
regulations and guidelines. 

 
Use of Cellular Phone or Mobile Communications Device 
An employee shall not use a cellular phone or other mobile communications device for personal 
business while on duty, except in emergency situations and/or during scheduled work breaks. 

 
Any employee that uses a cell phone or mobile communications device in violation of law, Board 
policy, or administrative regulation shall be subject to discipline and may be referred to law 
enforcement officials as appropriate. 
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Legal Reference: 

EDUCATION CODE 
51870-51874 Education technology 
52270-52272 Education technology and professional development grants 
52295.10-52295.55 Implementation of Enhancing Education Through Technology 
grant program 

GOVERNMENT CODE 
3543.1 Rights of employee organizations 

PENAL CODE 
502 Computer crimes, remedies 
632 Eavesdropping on or recording confidential communications 

VEHICLE CODE 
23123 Wireless telephones in vehicles 
23123.5 Mobile communication devices; text messaging while driving 
23125 Wireless telephones in school buses 

UNITED STATES CODE, TITLE 20 
6751-6777 Enhancing Education Through Technology Act, Title II, Part D, especially: 
6777 Internet safety 

UNITED STATES CODE, TITLE 47 
254 Universal service discounts (E-rate) 

CODE OF FEDERAL REGULATIONS, TITLE 47 
54.520 Internet safety policy and technology protection measures, E-rate discounts 

Management Resources: 
WEB SITES 

CSBA: http://www.csba.org 
American Library Association: http://www.ala.org 
California Department of Education: http://www.cde.ca.gov 
Federal Communications Commission: http://www.fcc.gov 
U.S. Department of Education: http://www.ed.gov 

 
REVISED: 06/20/18 

http://www.gamutonline.net/displayPolicy/132792/4
http://www.gamutonline.net/displayPolicy/138146/4
http://www.gamutonline.net/displayPolicy/225945/4
http://www.gamutonline.net/displayPolicy/286693/4
http://www.gamutonline.net/displayPolicy/286702/4
http://www.gamutonline.net/displayPolicy/144416/4
http://www.gamutonline.net/displayPolicy/226538/4
http://www.gamutonline.net/displayPolicy/169408/4
http://www.gamutonline.net/displayPolicy/420873/4
http://www.gamutonline.net/displayPolicy/512491/4
http://www.gamutonline.net/displayPolicy/352331/4
http://www.gamutonline.net/displayPolicy/302755/4
http://www.gamutonline.net/displayPolicy/302768/4
http://www.gamutonline.net/displayPolicy/302768/4
http://www.gamutonline.net/displayPolicy/437847/4
http://www.csba.org/
http://www.ala.org/
http://www.cde.ca.gov/
http://www.fcc.gov/
http://www.ed.gov/


 

 
 

 
 

SECTION 4000 ADMINISTRATIVE REGULATIONS 
PERSONNEL AR 4040 

 
EMPLOYEE USE OF TECHNOLOGY 

 
A. Purpose 

1. The purpose of District-provided technology, (i.e. computers, software, Internet and 
intranet access, server-based storage and email) is to improve student academic learning 
and achievement and to facilitate the administrative processes of the Oxnard Union High 
School District (“OUHSD”). 

 
Employees must restrict their activities to endeavors which support these purposes. The 
intent of this use policy is to make clear cases consistent with the objectives of the OUHSD 
and is not intended to exhaustively enumerate all possible uses or misuses. 
 

2. Notice: These guidelines and provisions are subordinate to local, state and federal 
statutes. All users of the OUHSD’s network must also comply with agreements specified 
in the contract with the Internet Service Provider. A copy of these agreements is available 
upon request from the office of the Assistant Superintendent, Business. 

 
B. Internet 

The OUHSD is pleased to offer its employees, students, volunteers, and authorized visitors 
("users") filtered access to the Internet. 

 
C. Educational Objectives 

In making decisions regarding access to the Internet, the OUHSD considers its own stated 
educational mission, goals, and objectives. The OUHSD expects faculty and staff to blend 
Digital Literacy standards throughout the curriculum and provide guidelines and instruction 
through Digital Citizenship curriculum to students in its use. Access from school to Internet 
resources should be structured to point students to those resources that have been evaluated 
prior to use. 

 
D. Privacy is Not Guaranteed 

The Superintendent, administrative designees and authorized Information Technology 
personnel may review all electronic files and monitor all computer and Internet activity to 
maintain system integrity and ensure that users are acting responsibly. Privacy is not 
guaranteed nor should it be expected. 

 
E. Questions 

Any questions or issues regarding the Employee Acceptable Use Policy and procedures should 
be directed to the Office of the Assistant Superintendent, Human Resources. Violation of any 
conditions of use described herein may be cause for disciplinary action or termination of 
employment. When or where applicable, law enforcement agencies may be involved. 

 
F. Use is a Privilege 

Use of the OUHSD’s systems, network, Internet and/or Email is a privilege granted by the 
OUHSD to its employees and students; it is not a right. Users violating policies pertaining to 
standards of conduct or acceptable use shall be subject to disciplinary and/or appropriate 
legal action. 
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G. Liability 

The OUHSD makes no assurances of any kind, expressed or implied, regarding any 
technology services provided and will not be responsible for any damages incurred by users. 
Use of information obtained via the Internet is at the user's own risk. The OUHSD will not be 
responsible for any damages users suffer, including - but not limited to - loss of data resulting 
from delays or interruptions in service. The OUHSD will not be responsible for the accuracy, 
nature, or quality of information on storage media; nor for the accuracy, nature or quality 
of information gathered through OUHSD-provided Internet access. The OUHSD will not be 
responsible for unauthorized financial obligations resulting from OUHSD-provided access 
to the Internet. 

 
H. Modifications 

The Superintendent or designee is authorized to amend or revise the Employee Acceptable Use 
Policy Administrative Procedures as deemed necessary and appropriate to carry out school 
board objectives. 

 
I. Network Procedures 

The OUHSD, in order to implement the Employee Acceptable Use policy, will enforce the 
following procedures. Although some specific examples of prohibited use are stated, these 
procedures do not attempt to state all required or proscribed behavior. Failure to comply 
with these policies and procedures shall be deemed unacceptable, and subject to disciplinary 
and/or appropriate legal action. 

 
J. Acceptable Use (General) 

1. Appropriate Internet access is the joint responsibility of students, teachers, parents and 
employees of OUHSD. Since access to the Internet is a valuable and limited resource, 
employees and students are expected to place a premium on the quality of its use. Taking 
up valuable bandwidth and access time to pursue personal or frivolous activities, not 
consistent with the mission of the OUHSD, is prohibited. 

2. All use must be consistent with the educational and administrative goals of the OUHSD. 
3. The Superintendent or designee may at any time make determinations that particular uses 

are or are not consistent with the objectives of the OUHSD. 
4. Computers must have OUHSD-approved and up-to-date anti-virus software protection 

prior to use. 
 

K. Acceptable Uses (Specific) 
1. Outside Research. Users may use the Internet to communicate with outside researchers 

and educators in connection with research or instruction. 
2. Professional Development. Communication and exchange for professional development, 

to maintain currency, or to debate issues in a field or sub-field of knowledge. 
3. Professional Association. Use for disciplinary-society, university-association, 

government-advisory, or standards activities related to the user's research and 
instructional activities. 

4. Grants, Contracts. Use in applying for or administering grants or contracts for research 
or instruction. 

5. Administrative Communication. Any other administrative communications or activities 
in direct support of research and instruction. 

6. Announcements. Announcements of new products or services for use in research or 
instruction, but not advertising of any kind. 

7. Governmental/School Activities. Interaction with other school districts or governmental 
agencies. 
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8. Incidental Activities (Limited). Communication incidental to otherwise acceptable use, 

except for illegal or specifically unacceptable use. 
9. Publishing Instructional Materials. Posting or publishing instructional materials on web 

pages or certain sites on the Internet, so long as such postings and/or publication do not 
violate the policies and procedures of the OUHSD. 

10. Duplicating. Downloading, copying, otherwise duplicating, and/or distributing 
copyrighted materials without the specific written permission of the copyright owner is 
prohibited, except that duplication and/or distribution of materials for educational 
purposes is permitted when such duplication and/or distribution would fall within the 
Fair Use Doctrine of the United States Copyright Law (Title 17, USC). 

 
L. Unacceptable Uses 

1. Unlawful Purposes. Uses that violate any state of federal law or municipal ordinance are 
unacceptable. Unacceptable uses include, but are not limited to, selling or purchasing 
any illegal substance; accessing, transmitting, or downloading child pornography, 
harmful materials, or materials that encourage others to violate the law; or copying, 
transmitting or downloading copyrighted materials. 

2. Inappropriate Material. Users may not access, display, transmit, download, or in any way 
communicate text or imagery including, but not limited to, pornography, sexually 
explicit material, obscene depictions real or animated, or information promoting racism, 
“hate” or violence. 

3. Malicious Intent. Users shall not rename, or make unusable anyone else's computer files, 
programs or storage media. Users shall not intentionally damage the system, damage 
information belonging to others, misuse system resources, or allow others to misuse 
system resources. Users shall not deliberately use the computer to annoy or harass others 
with language, images, or threats. Users shall not access or create any obscene or 
objectionable information, language or images. Adult Users shall not use system 
resources to fraternize with students via web sites or any social networking platform 
(such as Facebook); blog sites, chat rooms; instant messenger programs, or any other 
electronic means sponsored by the district. 

4. Unauthorized Access. Users shall not divulge nor use or try to discover another’s 
password. Users shall not gain unauthorized access to resources or entities. Accessing 
another’s materials, information, or files without authorization is prohibited. Employees 
using the Student Information System will not use another person’s account nor allow 
anyone to use their account. Unattended computers must not be left logged in, and 
students must never be allowed access to the Student Information System. 

5. Internet Security. Users shall not bypass the OUHSD’s Internet filter or firewall. The use 
of modems is prohibited. 

6. Personal Profit/Advertising. Using OUHSD computers or networks for purposes of 
personal profit or for buying or selling personal items is prohibited. Users shall not use 
the network for commercial or private advertising. OUHSD resources shall not be used 
for private or commercial offerings of products or services for sale, or to solicit products 
or services or to raise funds for non-OUHSD related activities or organizations. 
Disseminating material or information on the behalf of or with regard to private 
businesses or associations, political campaigns or organizations without the express 
consent of the Superintendent is prohibited. 

7. Unauthorized Document Alteration. Copying, changing or transferring any software or 
documentation provided by the OUHSD, employees, teachers, or a student without 
permission from the Superintendent or designee is prohibited. 

8. Posting Material. Users shall not post material owned, copyrighted or created by another 
without their prior written consent. Users shall not post anonymous messages nor forge 
electronic mail messages or web pages. 
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9. Destructive Software (Bugs, Viruses, Worms, Ransomware etc.). Users shall not attempt 

to write, produce, generate, copy, or introduce any computer code that self-replicates, 
damages, or otherwise hinders the performance of the network or any computer. 

10. Equipment. Users shall not tamper with computers, networks, printers or other associated 
equipment. OUHSD equipment (hardware or software) shall not be taken home without 
prior written permission of the Superintendent or designee. Home or non- OUHSD 
purchased computers and/or peripherals or wireless networking devices may only be 
accessed using the BYOD network 

11. Unauthorized Software. Users shall not download and/or install any unauthorized 
software, including shareware and freeware, for use on OUHSD computers. 

12. Downloads. Users shall not access the OUHSD network for downloading entertainment 
software or other files unrelated to the mission and objectives of the OUHSD, including 
transferring to a user’s home computer or other personal computer. This prohibition 
pertains to freeware, shareware, copyrighted commercial and non-commercial software, 
and all other forms of software or files not directly related to the instructional or 
administrative purposes of the OUHSD. 

13. Online Services. Users shall not subscribe or use fee based on-line services without the 
prior written approval of the Superintendent or designee. 

14. Proxy. Use of a proxy service or proxy server is prohibited. 
15. Profanity. Use of profanity, obscenity, racist terms, or other language that may be 

offensive to another user is prohibited. 
16. Political Activities. Users may not conduct lobbying activities, as defined under Education 

Code section 7054. This provision shall not limit the use of the system by students or staff 
for the purposes of communicating with elected representatives, including the expression 
of their views on political issues. 

 
M. Employee Responsibility 

Employees are to understand and enforce acceptable use when their duties include 
supervising students or other employees using the Internet. Users shall report illegal or 
unauthorized use of the network to an administrator or the Director of Learning Support 
Services. When employees become aware of violations of the Employee Acceptable Use Policy 
or the Student Acceptable Use Policy, they should correct the user and address the matter in 
accordance with this document, and/or other policies governing employee and/or student 
conduct. 

 
N. Electronic Mail 

Electronic mail (e-mail) is available to most District staff. It is a valuable tool in improving 
business communication within and outside of OUHSD. The system belongs to OUHSD and 
is to be used for business purposes. There should be no expectation of privacy in anything 
created, stored, sent, or received on the email system. To ensure compliance and proper 
usage, the following regulations have been established: 
1. Basic Guidelines 

a. All email messages, as all paper documents, are the property of the district and are 
subject to office policy, procedures, and control. 

b. Email is for business use. Messages can be stored, forwarded and printed. As such, 
the department has the right to review them. The messages become public documents 
available to the public and subject to court subpoena in any legal proceedings. 

c. Correspondence via email should comply with all the same requirements for 
correspondence prepared by staff as identified in the OUHSD Procedures and Policies 
Style Guide. 

d. A pertinent subject title should be included. 



 

EMPLOYEE USE OF TECHNOLOGY - AR 4040 (CONTINUED) 
Page 5 

 
e. Messages should be brief and concise. 
f. Email messages should not contain profanity, racial or sexual slurs, or other 

unprofessional language. 
1. Email messages should include professional fonts, colors, backgrounds, logos, etc. 
2. Information which falls under any applicable privacy regulation shall not be 

communicated through or attached to email. Specific examples are: 
i. Social Security Numbers 

ii. Employee’s salary, address or telephone number 
iii. Disciplinary action or documentation of performance problems 
iv. Details of a health or medical condition 

g. Mailbox space should be kept to a minimum. Unneeded messages should be deleted. 
h. Employees are responsible for any messages sent using their email account. 
i. Email messages should include the Oxnard Union High School District Disclaimer 

indicating that if the individual is not the intended recipient of the message, any 
reproduction contained in the transmission is strictly prohibited unless it is subject to 
review by OUHSD, specifically: 

OXNARD UNION HIGH SCHOOL DISTRICT E-MAIL DISCLAIMER 
This communication and any documents, files, or previous e-mail messages 
attached to it, constitute an electronic communication within the scope of the 
Electronic Communication Privacy Act, 18 USCA 2510. 

 
This communication may contain non-public, confidential, or legally privileged 
information intended for the sole use of the designated recipient(s). The unlawful 
interception, use or disclosure of such information is strictly prohibited under 18 
USCA 2511 and any applicable laws. 

j. OUHSD business shall be conducted using an OUHSD email account. 
2. Distribution – Departments, Sites or District 

a. Announcements 
1. Announcements shall abide by the guidelines in Section A. 
2. Announcements to “all district or global” should be approved by their supervisor 

as to appropriateness. 
3. “Global” email access is only approved by Learning Support Services. 
4. By default principals, directors, executive assistants and Cabinet have default 

rights to send “to their specific site or groups” emails. 
b. Announcements such as birth, death, or marriage notices are to be sent by a Human 

Resources representative. 
c. Notification of Separated Employees: 

a. Human Resources are required to notify Learning Support Services to remove 
employees from the system when they have separated employment with OUHSD. 
Exceptions will be made by the Superintendent. 

d. Notification of Information Changes: 
a. Human Resources is required to notify Learning Support Services to amend 

employee information when staff is promoted, demoted, changes locations, or 
changes names. 

3. Passwords 
a. Employees are responsible for their passwords on their email account. 
b. Each user is expected to change the password from the generic password to a 

personalized password and keep it secure – including not sharing passwords with 
other parties. Continued use of the generic password can result in someone else 
sending messages in the owner’s name, in which case the owner is held responsible. 
Automatic logging onto email should NOT be used. Passwords should be created with 
the following: 
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1. Use BOTH upper- and lower-case letters. It is preferable to use upper 
case letters on any character but the first character. 

2. Place numbers and punctuation marks randomly in your password. 
3. Make password long and complex, so it is hard to crack. Between 8 to 20 

characters long is recommended. 
4. Use one or more of these special characters: ! @# $ % * ()-= , 
5. Spaces are not allowed. 
6. Make your password easy to type quickly. This will make it harder for 

someone looking over your shoulder to steal it. 
7. Passwords should be written and stored in a secure location. 

 
4. Email Retention 

Email messages, created or received in the transaction of OUHSD business, are 
public records and are open to public inspection. Depending on the content and 
topic of a particular message, it may or may not be exempt from public inspection 
under the California Public Records Act. 

 
Emails will be retained for a reasonable time frame for both disaster recovery and 
to comply with federal legislation. 

 
O. Privacy 

Users do not have a personal privacy right in any matter created, received, stored in 
or sent from the OUHSD Email system. OUHSD may at times and without prior notice, 
monitor and review Email messages and web site retrieval by users to insure proper 
use. 

 

P. Accounts and Passwords 
Users must obtain an authorized account and password from Learning Support 
Services to access Email. Accounts and passwords are confidential and shall not be 
shared with any other person. Users should not leave accounts open or unattended. 

 
Q. Use of Email System 

The following additional provisions apply to users of the Email system: 
1. Personal Information. Personal information about students and/or employees 

including, but not limited to photographs, names, addresses and phone numbers 
shall not be transmitted outside the OUHSD network. 

2. Harassment. Email shall not be used in any way that would be considered 
damaging to another’s reputation; abusive; obscene; sexually orientated; offensive; 
threatening; harassing; illegal; or contrary to school policy. Inappropriate Email 
should be reported immediately to an administrator or the Director of Learning 
Support Services 

3. Interference. Users shall not deliberately interfere with the ability of other users 
to send/receive Email. 

4. Etiquette. Email shall not be used in a fashion that is inconsistent with the 
provisions of this policy or generally accepted network etiquette. 

5. Content. Email messages and attachments shall be solely for the purpose of 
exchanging information consistent with the educational mission of the OUHSD. 
Jokes, hoaxes, chain letters or other frivolous or misleading messages and/or 
attachments are prohibited. 

 
R. System Use and Maintenance 

Users should backup or remove email from the OUHSD file server regularly. Email or 
other files stored on an OUHSD file server are not considered private property or 
communications and may be removed by authorized Information Technology  
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personnel without prior notice to the user. 
 

S. Controversial Material 
Education, by its nature, is a controversial activity. However, it is against district policy 
to use district resources for access to inappropriate or offensive material. In an effort 
to comply with the Children's Internet Protection Act (CIPA) the district uses blocking 
and filtering services, which will make it difficult for students to gain access to 
inappropriate or offensive sites on the Internet. Users should realize, however, that it 
would be impossible to find and block all objectionable content on the Internet. 
Therefore, if a user encounters material inappropriate to an educational environment, 
s/he should report the URL (Internet address) to the Learning Support Services 
Department. 

 
T. Social Networking 

1. Access to Social Networking Sites 
An employee with a business-related need to access a social networking site using 
OUHSD Technology and/or for OUHSD business may request approval. All 
postings to the site shall be business-related and consistent with OUHSD policy. 

2. Creation of OUHSD- Websites and Social Media 
a. Facebook, Twitter, Instagram, Google Plus, blogs, wikis, and chat-rooms, allow 

users to interact and collaborate with each other in a social media dialogue as 
creators of user-generated content in a virtual community, in contrast to non-
interactive websites where users are limited to the passive viewing of content 
that was created for them. 

b. The Director of Learning Support Services or designee shall be responsible for 
monitoring the postings to district level maintained websites and social media 
accounts. The district website should direct visitors to make complaints to the 
district webmaster. The following types of postings shall be removed 
immediately: 
• Obscenity 
• Pornography/child pornography 
• Material that is harmful to minors as defined in 47 U.S.C. 254 
• Material that constitutes or advocates illegal activity 
• Material that promotes the use of alcohol, tobacco or illegal drugs 
• Material that advocates violence, hate groups or other dangerous groups 
• Bullying 
• Material that discriminates against people based on a protected 

characteristic 
• Materials that violate copyright laws 
• Commercial advertising 
• Defamatory information 
• Private information concerning another person, including photographs,   

posted without that person’s permission 
f.  Material that urges the support or defeat of a political candidate or ballot proposition. 

Teachers and others may not post student names, photographs, or work without prior 
written authorization from the student’s parent or guardian, or responsible agency, if 
applicable. 

 
U. Consequences 

The consequences for violating this policy include, but are not limited to, one or more of the 
following: 
• Suspension of district network privileges or, 
• Revocation of network privileges; 
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• Suspension of Internet access or 
• Revocation of Internet access; 
• Suspension of computer access, or 
• Revocation of computer access; 
• Disciplinary action up to and including dismissal, or 
• Referral to legal authorities for prosecution under California Penal Code Section 502. 

 
V. Use of Electronic Recording Devices 

Use of electronic recording devices to facilitate specific instructional and administrative 
services is permitted based on established policies and practices. Such uses include but are 
not limited to the school or district identification card program and related uses, school or 
district publications and broadcast facilities, athletic programs and theatrical productions, 
scheduled distance learning classes, video conferences, digitally streamed class content (live 
or recorded), and video tape recording of classes or related academic events by Information 
Technology Services Media Distribution Services when requested to capture video, audio or 
still images. 

 
Electronic devices may be used to record a lecture, presentation, interview or similar activity 
with prior permission of the individual being recorded. This permission does not extend to 
others who may be present. Absence of permission may constitute copyright infringement. 
Verbal permission may be sufficient for recording within a class or meeting for personal use. 
However, written permission must be obtained prior to recording or transmitting someone’s 
image or speech over the airwaves, in public, on the web, as part of a class assignment or any 
district sponsored activity or program. 

 
It is the responsibility of the user, host, event sponsor or department to provide notification 
and obtain the necessary permissions in advance or at the time of the recording/ 
transmission. 

 
In accordance with the Americans with Disabilities Act (ADA) and applicable policies and 
laws, instructional materials and school or district information presented in electronic form 
must be accessible to persons with disabilities. This includes recordings of lectures, events, 
DVDs and other recordings shown in class or posted on the web. In general, this requires 
that the recording be captioned. 

1. Expectation of Privacy 
Taking photos or making audio or video recordings without permission in ANY 
context in which the person has a reasonable expectation of privacy is prohibited. 
Such physical areas on campus include but are not limited to private offices, 
restrooms, changing rooms, labs, classrooms, and conference rooms. In such 
areas, permission must be granted by all persons being photographed or recorded. 

2. Surveillance Equipment and Software 
Surveillance equipment and software may be placed on campus and monitored by 
authorized personnel to prevent or deter crimes and protect public safety and to 
facilitate official investigations into criminal activities or violations of district 
policy. Such uses must be coordinated with the Police Department or Learning 
Support Services as appropriate. 

 
W. Cellular Phone Use 

For the purpose of this policy, the term “cellular phone” is defined as any handheld 
electronic device with the ability to receive and/or transmit voice, text, or data 
messages. Oxnard Union High School District reserves the right to modify or update 
these policies at any time. 
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1. Personal Cellular Phones 
While at work, employees are expected to exercise discretion in using personal 
cellular phones. Personal calls during the work hours, regardless of the phone 
used can interfere with employee productivity, safety and may be distracting to 
others. 
Employees are encouraged to make personal calls during breaks and lunch and 
to ensure that friends and family members are aware of the District’s policy. The 
District will not be liable for the loss of personal cellular phones brought into the 
workplace. Cellular telephones may not be used to defame, harass, intimidate, or 
threaten any other person. Employees are prohibited from using their cell 
phones in any illegal, illicit or offensive manner. 

2. Personal Use of District-Provided Communication Devices 
Where job or business needs demand immediate access to an employee a 
department may authorize issue of a business cell phone, and/or two-way radio 
for work-related communications. In order to protect the employee from 
incurring a tax liability for the personal use of equipment, such equipment should 
be used for business reasons. 

 
A District provided phone is intended for business calls and texts only. Call 
summary reports (i.e. number of minutes used) are distributed to supervisors on 
a periodic basis and are to be reviewed for reasonableness. 

3. Employees will reimburse the District for any charges related to personal calls. 
The call detail records generated from assigned cell phones are considered records 
of the District and may, on occasion, be subject to internal and outside audits by 
the District and/or official agencies. 

 
Employees in possession of District equipment (e.g., cellular phones, radios, etc.) 
are expected to protect   the   equipment   from   loss   damage   or   theft.  Upon 
resignation, termination of employment, or at any time upon request, the 
employee will be asked to produce the equipment for return or inspection. 
Employees unable to present the equipment in good working condition within a 
reasonable time period (7 days) will bear the cost of a replacement. Employees 
who separate from employment with outstanding debts for equipment loss or   
unauthorized charges will be considered to have left employment on 
unsatisfactory terms and may be subject to legal action for recovery of the loss. 
Any outstanding debt will be deducted from the employee’s final paycheck. 

4. Cellular Phone Use while Operating a Vehicle 
Employees whose job responsibilities include driving or equipment operation 
should refrain from using their phone/communication device while driving a 
District vehicle or while driving any other vehicle (rented, leased, borrowed, or 
their own vehicle) while conducting District business. 

 
Drivers shall comply with all federal, state, and local laws and regulations 
regarding the use of mobile technology devices including cell phones. Incoming 
or outgoing cellular phone calls are not allowed while driving. Sending or reading 
text messages, emails, dialing cellular phones, viewing television, videos, or 
DVD’s and inputting data into laptop computers, personal digital assistants or 
navigation systems are prohibited while driving. The cellular phone voicemail 
feature should be on to store incoming calls while driving and all message 
retrievals and calls should be made after the vehicle is safely parked. 

 
If acceptance of a call is unavoidable and pulling over is not an option, employees are 
expected to keep the call short, use hands-free options if available, refrain from 
complicated or emotional discussions and keep their eyes on the road. Special care should  
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be taken in situations where there is traffic, inclement weather, or the employee is driving 
in an unfamiliar area. 

 
In situations where job responsibilities include regular driving and acceptance of 
business calls, hands-free equipment may be provided to facilitate the provisions of this 
policy. Executive vehicles are furnished with hands-free cellular equipment. Under no 
circumstances are employees required to place themselves at risk to fulfill business needs. 

 
Driving while distracted in the State of California is a moving violation. Accidents 
incurred while the driver is using a cellular phone may be considered to be preventable 
and the driver may be subject to disciplinary action. Employees who are charged with 
traffic violations resulting from the use of their phone while driving will be responsible 
for all financial liabilities (fines associated with citations) that result from such actions. 

 
Failure to follow this policy may result in disciplinary action, including and up to 
termination. 

 
I have read and understand the OUHSD Staff Acceptable Use Policy 

 
Employee Name  
  

 

Employee Signature  
  

 

Date    
 

REVISED: 06/20/18 


